            Oklahoma Office of Homeland Security

             Higher Education and School NIMS Compliance Form

Educational Institutions have a responsibility for preventing, responding to, and recovering from emergencies and disasters on the campus of the institution they manage.  To assist Educational institutions in this requirement, all educational institutions in Oklahoma will be required to complete all activities listed below to comply with the National Incident Management System (NIMS). Homeland Security Presidential Directive 5 (HSPD- 5), “Management of Domestic Incidents”, requires all Educational Institutions to adopt and implement NIMS to receive federal preparedness funding.  Educational Institutions working with State or Local agencies on emergencies and disasters are also encouraged to familiarize themselves and train on the NIMS concepts that will be used in mitigating incidents.  Using this check sheet please mark the box next to the NIMS objectives that your organization has completed and submit a signed copy to the Oklahoma Office of Homeland Security.  Additional NIMS guidance can be found at the following website: http://rems.ed.gov/index.cfm?event=NIMS

□ Organizational Adoption

· Adopt the National Incident Management System (NIMS) at the school and campus community level as well as promote and encourage NIMS adoption by associations, utilities,   nongovernmental organizations (NGOs) and private sector emergency management and incident response organizations and suppliers.

· Designate and maintain a single point of contact within your organization to serve as principal coordinator for organization-wide NIMS implementation (to include a principal coordinator for NIMS implementation within each appropriate Department/Agency).
  □ Command and Management
· Coordinate and support emergency management and incident response objectives through the development and use of integrated MACS, [i.e. develop/maintain connectivity capability between local Incident Command Posts (ICPs), local 911 Centers local / regional / State / territorial / tribal/Federal  Emergency Operations Centers (EOCs), as well as NRF organizational elements.]

· Institutionalize, within the framework of ICS, Public Information and Joint Information Centers during an incident/planned event.
□ Preparedness Planning
· Establish NIMS strategy and timeline for full implementation.

· Develop and implement a system to coordinate and leverage Federal preparedness funding to implement NIMS
· Revise and update plans [i.e. Emergency Operations Plan (EOPs)] and standard operating procedures (SOPs) to incorporate NIMS and National Response Framework (NRF) components, principles and policies, to include planning, training, response, exercises, equipment, evaluation, and corrective actions.
· Participate in and promote mutual-aid and assistance agreements, to include agreements with other organizations, public and private sector and/or nongovernmental organizations.
· Include preparedness organizations and appointed officials in the development of emergency operations plans.
□ Preparedness Training

· Key response personnel have been identified in General, Critical, or Leadership Roles 
· Key General Personnel have completed IS-700: NIMS: (An Introduction), ICS-100: (Introduction to ICS), 
· Key Critical Personnel have completed, IS-700: NIMS: (An Introduction), ICS-100: (Introduction to ICS),  ICS-200: (Basic ICS) preparedness, Awareness IS-800.B: National Response Framework.
· Key Leadership Personnel have completed Intermediate ICS 300 course or equivalent.
· Key Leadership Personnel have completed the Advanced ICS 400 course or equivalent.
· Training records are on file of all training.

           Preparedness Exercise
· Incorporate NIMS/ICS into internal and external local, regional, and state emergency management training and exercises. 

· Plan for and/or participate in an all-hazards exercise program that involves emergency management and response personnel from multiple disciplines and/or multiple jurisdictions.

· Incorporate corrective actions into preparedness and response plans and procedures.
· Records are on file of all exercises with corrective action plans.

   □ Resource Management
· Inventory all response assets:  equipment,

       resources and supplies.

· Ensure that equipment, communications 

      and data systems acquired through 
      State/Territorial and local acquisition 
      programs are interoperable.

         Communications Information Management

· Apply common and consistent terminology

       as used in NIMS, including the 
       establishment of plain language (clear text) 
       communication standards.
· Utilize systems, tools, and processes to  
       present consistent and accurate information 
       (e.g., common operating picture) during an 
       incident/planned event.
 □ Incident Command System

· Manage all incidents/ planned events in accordance with ICS organizational 
structures, doctrine and procedures. 
“I hereby certify the organization has met the NIMS compliance objectives.”

_________________________________________

Organization

_________________________________________
Certified Organization Signatory Official
_________________________________________

Date

Organization Seal
   Return Signed Document to:

   Attn: NIMS Compliance Officer

   Oklahoma Office of Homeland Security
   P.O. Box 11415

   Oklahoma City, OK 73136
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