
Early this Fall the DHS Office of Emergency Communications (OEC) Interoperable 

Communication’s Technical Assistance Program (ICTAP) will release a major up-

grade to it’s widely used Communication Assets Survey and Mapping (CASM) 

Tool.  The significance of this release is highlighted by a name upgrade as well, 

“CASM NextGen”.    CASM NextGen builds upon previously disparate foundation-

al tools:  CASM, the Frequency Mapping Tool, and the SWIC Tool. This release 

adds new capabilities for collecting data off-line via mobile platforms (the Site Sur-

vey Tool), providing Mobile Data Survey Tool Analysis, plotting first order wireless 

communications coverage maps, and mapping backhaul communications between 

sites.   CASM NextGen will enable the users to overlay multiple layers of geo-

referenced data, each with their own filters, and one-click to a table view of that data 

which supports data review, editing and reporting.   Users of OEC’s Public Safety 

Tools will have a single user name and password for access.   First Responder Net-

work (FirstNet) requirements for data collection and analysis are being addressed in 

this release to support State consultation.  CASM NextGen provides a single inte-

grated tool to manage in-

formation about commu-

nications assets, trained 

COMU personnel, and 

Technical Assistance his-

tory. 
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CASM NextGen Access Control 
Access to State-wide information will continue to be controlled by the State-wide 

Interoperability Coordinator (SWIC) or their designated Account Manager (AM).  

As currently, the AM has the ability to further delegate their privileges. 

In CASM NextGen, the current CASM AM hierarchy will be preserved from the 

top-level, state-designated, AM down through all delegated AMs (e.g., regional, 

county, etc). The AMs will still have the role/responsibility to manage user ac-

counts for their state/region/county and will have the functional privilege (F-

PRIV) to create other user accounts. The new F-PRIV that an AM can have (and 

must be granted by a higher-level AM) is the ability to grant View or Edit privi-

lege to any user of CASM, limited to equal or lower than their own AM access in 

their home state. This allows users from neighboring states to gain View or Edit 

privilege to one or more counties of any state to support cross-border analysis. 

In CASM NextGen, a user will have one, and only one, "home state" as they have 

today.  They will retain the View privilege to all information in that state.  A us-

er’s edit privilege will be as it is today, however, a 2nd-tier edit control may re-

strict users who have state-level access to only being able to edit state-level gov-

ernment agency data (i.e., they may not be able to edit any/all information in the 

state). Through request and granting process, a user may be granted View and/or 

Edit privilege to any county in any state by a designated AM from that state who 

has that level of privilege themselves. 

By default, all deployable systems and national interoperability channels will be 

viewable by all users.  AMs  are encouraged to share as much information as pos-

sible with other users.  Likewise Statewide interoperability channels will be view-

able by all State users.   

All other user access privileges will be transitioned as currently defined. 

Page 2 

 

“By default, all 

deployable systems 

and national 

interoperability 

channels will be 

viewable by all users.“  

CASM NextGen Enables Nationwide Sharing 

With the release of CASM NextGen early this Fall, Public Safety Tool users will 

be able to seamlessly share information across State lines.   Authorized users 

(through assigned functional privileges) will be able to share their state's data 

with (1) all users of a selected (e.g., neighboring) state or (2) any individual user, 

and will be able to control edit access of data on the state, county, or agency lev-

el.   Deployable assets and interoperability channels will be defaulted to be view-

able by any user nation-wide.    
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Prior to release OEC’s Public Safety Tools team will 

offer  webinar  sessions before and after release,  fo-

cused on the use of CASM NextGen.   These classes 

will not cover introductory material taught in other 

on-line training, but are structured to help SWICs, 

AMs, and users to smoothly transition to the new 

capabilities.   The familiarization will assume at-

tendees have a basic understanding of current CASM 

capabilities and utilization. 

Webinar details will be sent by e-mail to all current 

users. 

Getting more information 

OEC’s Public Safety Tools Website: 

 http://publicsafetytools.info 

 

OEC’s CASM Help Desk: 

 PSToolsHelp@HQ.DHS.GOV 
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Transitioning to CASM NextGen 

In conjunction with CASM NextGen, OEC is releasing the Site Survey Tool.  

This is a mobile application that enables users to capture communications site 

information to be automatically populated into CASM NextGen.  Users may ini-

tiate a site survey with pre-populated CASM NextGen data while connected to 

their network.   Users may then travel to a remote site and enter data on their mo-

bile devices (e.g.  iPad, Android) while not connected to a wireless access point.  

Upon returning to their wireless network, the SST will automatically update 

CASM NextGen with captured data.   

Introducing OEC’s Site Survey Tool 

CASM NextGen Familiarization 

CASM NextGen’s upgraded capabilities require that a new database schema be developed.  Data from the cur-

rent CASM database will be transitioned to the new database.  All data will all be moved into the new data-

base, with the exception of closed user account information.  Data being transitioned includes systems (mobile 

and fixed), towers, frequencies, agencies, POC, and user account data.  In addition public safety agency data 

will be consolidated to remove duplicates and incorporate a nation-wide data base of information.  For the 

most part SWICs, AMs, and users do not have to do anything special in order to have all their data available 

in CASM NextGen.   The current CASM database will be backed up and available to the CASM Help Desk to 

resolve any issues that arise.  OEC highly recommends that users attend one of the CASM NextGen familiari-

zation Webinars (see below) 


