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OK-SCREEN
Account Management 

Demonstration

Next
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Providers submit an 
account application as 
shown. 

The Provider End User 
Security Agreement  is 
signed by the person 
authorized to sign for the 
operating entity. 
Generally, this account 
application will identify 
the primary account 
holder and will be 
authorized to create 
subaccounts.

Next
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For a provider/entity 
with a number of 
locations, attach a list of 
all the locations under 
this account.

The Provider System 
Administrator (PSA) will 
be assigned to all the 
locations identified and 
can create Provider 
Application Manager 
(PAM) accounts for a 
subset of those locations.

Next
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New accounts rely on a username and email address. The PSA will 

either obtain a  preferred account name or assign one and associate 

the account with the user’s email account or a corporate email 

account. Once a new account is created and saved, an email with a 

temporary password is sent to the email address associated with the 

account. For security, this email will not include the user name. The 

user name must be communicated to the user separately. PSA’s may 

use the Department form or their own version to capture the user 

demographics and preferred username and to have the new user 

acknowledge account security.

A PSA may disable or reset passwords on any accounts 

associated with their assigned providers/locations.
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The password is encrypted and cannot be viewed in the OK 
SCREEN System user interface. When the user logs into the system 
for the first time, the user will be prompted to change the password 
and set a security question. If the user forgets the password, the 
user enters his or her username and answer to the security question. 
The system will generate a new password and email it to the user. 

The Provider System Administrator must establish internal 
policies for defining usernames and communicating them to the 
users. When a user account is created, one or more user roles and 
one or more providers are assigned to the user. Both will determine 
what the user can see and do in the web application. A Provider 
User Administrator can only assign provider user roles. 

Next
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Provider Roles
There are three types of accounts:
� Provider System Administrator (PSA): Responsible 

for managing Provider User Administrators and 
Application Managers for all defined providers.

� Provider User Administrator (PUA): Responsible for 
managing Provider Application Managers for all or a 
limited set of defined providers. 

� Provider Application Manager (PAM): Responsible 
for adding and screening new applicants and entering 
hiring decision upon issuance of a determination. May 
serve all or a limited set of defined providers. 

Next
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The OK-SCREEN Login Page

The account holder will receive an email from the Department of Health notifying 
the user of the creation of their account and their account login name. 

The user is advised they will receive a separate email with their temporary 
password. Once received follow the OK-SCREEN hyperlink to login.

Next
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On first login all users must read and accept 
the End User License Agreement to proceed.

Next
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Here are the Security 
Question Options:

On first login all users must create a new password after re-
entering the current password that was mailed to them. You 
must also select and answer a security question.
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The user 
then sees 
the User 
Welcome 

screen

Your user account name will always be  shown at the bottom of the page.

Your provider accounts will be  shown here.

Next
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In this example, the 
Provider System 
Administrator (PSA) for 
Grace Living Centers has 
all affiliated locations 
assigned to their account. 

The PSA can manage all 
applications for all sites or 
select ‘User Accounts’ 
under the ‘Admin’ tab to 
create Provider 
Application Managers 
(PAMs) and assign 
locations to each account.

Next
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Next

Point to the 
menu tabs to see 
the available sub-
menus. Click on 
the sub-menu to 

select.
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From this screen the PSA can carry 
out a number of tasks.

Next
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If the PSA has multiple PAMs, they can 
search based on the status of the 
account; last name, user name, role, 
providers/locations assigned, etc.

Next
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Here are the 
results of a search 
for all enabled 
accounts for this 
provider.
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If desired, the PSA creates new users using 
the ‘Add New User’ function

Next
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About the Save button!
Once ‘Save’ is selected the account is 
created and an e-mail and password are 
sent to the email account shown. The user 
name is not included and must be shared 
separately.

Next

To create the User Account fill in the fields 
shown. The User Name can be a 
combination of the first name and middle 
and last name initials. Select the role, this 
user will be a Provider Application 
Manager. Next select ‘Assign Providers’ to 
begin making provider assignments to the 
user’s account.

Slide: 18

When assigning providers, a provider may be searched by 
typing its name in the “Search for Provider” text box. Click 
on the provider name to assign it to the user account being 
created. Multiple providers may be selected if the user is to 
have access to more than one. The list of providers to select 
from is limited to those for which the PSA or PUA are 
authorized.

Next
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Next

Here we began by typing ‘gra’ for Grace and all 
providers with ‘gra’ in their name appear.

Next, we will select the names of four providers 
and they will appear on the next slide in the 
‘Providers Assigned To User’ column.
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Next

After all providers are 
assigned select ‘Save.’
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Next

Confirm creation of the 
new user by selecting ‘OK.’
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The confirmation message 
‘Save Successful’ appears. 
They system has generated 
an email message 
transmitting a temporary 
password  to the user’s email 
account.

You may create another 
account or logout.

Next22
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As shown here, the PSA 
can create a Provider User 
Administrator (PUA) who’s 
responsibility is the 
management of user 
accounts: creating, 
resetting passwords, 
unlocking the account, 
deleting the account, etc.

Next
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Here is the Home Screen 
for a Provider User 
Administrator account 
that is not authorized as 
an application manager. 
The menu options at the 
top of the page are 
limited to account 
administration. 

Next
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If a user has locked out their account 
the PSA or PUA can search for locked 
accounts and unlock them.

Next
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If a user has locked out their account 
the PSA or PUA can search for locked 
accounts and unlock them.
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After enable is selected the account 
is enabled and the user gets a 
notification email.
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The “Reports” tab offers 
administrative reports for 
the providers account. 
Examples of each report 
follow. Each report can be 
exported or saved as a pdf
file.
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This report will 
change to link to the 
list provided by the 
vendor on their 
website. 

Slide: 34

james2@health.ok.gov
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This concludes the demonstration. 

If you note an error or problem in OK-SCREEN 
please make a note of it. You may capture the screen 
image by pressing your print screen (PrtScn) button 
and pasting the image (Ctrl-V) in an email, or Word 
document, and sending it to the OK-SCREEN staff 

here: okscreen@health.ok.gov. 

You may also contact the helpline at 405-271-3598 or 
toll free 1-855-584-3550. 


