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This document describes the procedures, structure and responsibilities associated with participation in and management of the data governance program. It should be updated as needed and used as a guide for maintaining the data governance program in the event of key staff changes or agency re-organization.
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[bookmark: _Toc448929135]What is Data Governance?

[Describe what data governance is at your organization.]
Example:
Data governance is an internal operational function of the organization that will support improved data quality, as well as consistent data use across the organization and with business partners, while ensuring that privacy is protected. It will enable the organization to improve business analytics and thereby empower data-driven decision making. Data governance can facilitate changes required to make the organization more productive, more efficient and more effective. Most important is the willingness of those involved – both participating in and effected by the data governance program – to work collaboratively to achieve the best result for the agency through a process that allows all voices to be heard. Executive leadership expects that all development projects will support and comply with data governance efforts.
[bookmark: _Toc448929136]Mission

[Insert the organization’s data governance mission.]

Example:
To ensure that the highest quality data are collected, used and made available to key stakeholders through coordinated efforts within the agency for the purpose of improving efficiency, protecting privacy and enabling better decision making by policymakers and educators. 
[bookmark: _Toc448929137]

Function

[Describe the function(s) of the organization’s data governance program.]
Example:
The data governance program serves many functions for the organization. 
[bookmark: _Toc448929138]Documenting Data Processes
The data governance coordinator should work with appropriate organization employees to document agency-wide, data-related processes. Documents relating to data processes should be made available to all agency staff on the shared network drive in the data governance file. Data process documentation should include, but not be limited to, FAQ’s (frequently asked questions), process descriptions and defintions, and workflow charts when applicable.
[bookmark: _Toc448929139]Identifying Goals and Action Steps 
At the beginning of each year, the DGB should identify data governance goals and action steps to guide the work of the data governance program. The data governance coordinator should document and track progress toward meeting these goals. Updates should be given at each DGB meeting. Data stewards will likely do most of the hands-on work, with the guidance of the data coordinator, toward meeting these goals.
[bookmark: _Toc448929140]Crafting Policies
As processes, procedures and protocols around data change, the DGB will craft policy recommendations for consideration of the executive leadership.
[bookmark: _Toc448929141]Identifying and Discussing Data Issues and Solutions 
The data stewards will identify data issues for discussion and work to either resolve or identify possible solutions for those issues. If data stewards are not able to resolve issues or identify solutions, they are escalated to the DGB. Data stewards recommend solutions for data issues to the DGB. The DGB then discusses and either requests revisions or more information, or approves them and recommends them up to the executive leadership for approval and implementation directives. 
[bookmark: _Toc448929142]Structure

[Describe the organization’s data governance structure.]
Example:
The data governance program consists of a three-tiered structure with ad hoc support committees, as represented in Figure 1 below.
At the top tier of the data governance structure, the executive leadership establish the strategic vision and set goals for the agency. They review the recommendations of and resolve issues escalated by the data governance board (DGB). 
At the second tier, the DGB develops processes and procedures, and proposes project priorities, to ensure that the organization’s data systems provide the information needed to achieve the agency’s goals and realize its strategic vision. The DGB approves the recommendations of and resolves issues escalated by data stewards. 
At the third tier, data stewards implement the strategic processes and procedures.  They identify and research data issues that require the attention of – as well as make recommendations to – the DGB.
The external advisory committee is made up of local education agencies (LEA) representatives. It functions as an ad hoc committee available to advise the DGB and DSC on data-related policy and technical issues. 
Issues escalate up through this structure to the executive leadership; implementation flows down from the executive leadership to the DGB, and then to the data stewards.
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[bookmark: _Toc448929143]Figure 1: Example of a Data Governance Structure Roles and Responsibilities



[Describe the roles and responsibilities of key individuals within the data governance structure.]
Example:
Certain individuals within the organization have key roles and responsibilities within the data governance program. In addition, all of the committees within the data governance structure serve unique functions, thus playing varying roles and having individualized responsibilities. 
[bookmark: _Toc448929144]Key Individuals
Executive Sponsor (Business)
The executive sponsor of the data governance program has direct oversight of the activities of the DGB and provides input on agendas and strategic planning for the data governance program. The data governance coordinator works closely with the executive sponsor to create agendas and prioritize agenda items. The executive sponsor communicates data issues that need approval and recommendations of the DGB to the executive leadership and directs implementation of policy down through the DGB.
Data Governance Coordinator (Business)
The data governance coordinator is responsible for overseeing the data governance program. This includes providing support to all committees; drafting data governance documents; disseminating materials and information; planning, scheduling and facilitating DGB and External Advisory Committee meetings and data steward workgroups. The data governance coordinator also provides status reports, DGB recommendations and data issues for escalation to the executive sponsor for communication to the executive leadership. In addition, the data governance coordinator manages data governance goals and action items and creates documentation for meetings, policies and processes.
Data Coordinator (Business)
The data coordinator is the organization’s over-arching data expert and is a resource available to the data governance program. 
IT Strategist (IT)
The IT Strategist is a position of the Office of Management and Enterprise Services (OMES), Oklahoma’s consolidated IT provider. This individual engages with the data stewards committees, DGB and executive leadership to provide input relating to technical solutions for data issues.
[bookmark: _Toc448929145]Committees

[Describe the organization’s data governance tiers, including the responsibilities at each tier]
Example:
Executive Leadership 
The executive leadership consists of the head of the organization, chief of staff, deputy directors, legal council, the OMES business segment director and additional members as identified by the head of the organization. Responsibilities of the executive leadership include:
· Setting the overall mission and strategic goals of the data governance program.
· Securing the support, resources and cooperation needed to operate the program.
· Resolving problems and unresolved issues escalated from the DGB. 
· Determining, from an agency-wide perspective, what is best for the organization as a whole instead of what is merely desirable for a given division or program area.
· Ensuring that program areas participate in the data governance program to the degree that is appropriate for each respective area.
Data Governance Board 
The DGB includes the executive directors and program directors – i.e., “data owners” from across the organization – as well as the data governance coordinator and the IT strategist. Data owners are the individuals ultimately responsible for defining, collecting and ensuring protection of data and authorizing access to data systems and their associated data. Responsibilities of data owners include:
· Managing access to information and computing assets for the personnel within his/her division/program.
· Ensuring validity and reliability of data.
· Assigning data stewards.
· Reviewing each data system’s data access rules on a regular basis.
· Communicating each data system’s data access requirements and data classification.
· Safeguarding the confidentiality, privacy and security of any information that has been entrusted to his/her team for business purposes.
The DGB serves a two-part function which is to 1) recommend solutions and escalate issues to the executive leadership, and 2) oversee the implementation of and enforce agency policies related to data management. Responsibilities associated with each of those functions include: 
1. Recommending solutions and escalating issues.
· Resolving any issues escalated from data stewards and escalating any issues that cannot be resolved by the DGB to the executive leadership.
· Reviewing and recommending data-related policies and program-level decisions at the organization.
· Proposing enhancement and project prioritization.

2. Overseeing implementation and enforcing policy.
· Developing plans and processes for the implementation of the organization’s data governance policies.
· Identifying staff (data stewards) to oversee specific data elements.

The DGB has additional responsibilities outside of those two functions that include:
· Communicating with internal stakeholders and key data users.
· Soliciting input from the external advisory committees or other data stewards as needed.

Data Stewards 
Data stewards provide tactical-level implementation of the organization’s data-related policies. They also receive assignments and priorities from the DGB. The data stewards, designated by data owners on the DGB, follow the data standardization policies and procedures for development of new data standards and metadata definitions. They are subject matter experts most literate on data and database systems and on all the business processes that use the data. Data stewards should also include data architects, database administrators and technical end users. Stewards often initiate actions of the data governance program in order to meet the strategy as outlined by the executive leadership and DGB. For instance, they do impact analyses to determine how changes in specific data sets will affect the business and help resolve data quality problems.

If a development project identifies data problems, stewards will invite a representative of the project either to (a) discuss the problem and its possible solutions, or (b) help with research conducted by the data stewards. The stewards will make recommendations for the DGB to review and ultimately for the executive leadership to approve.

The main objective of data stewardship is to assist in managing the organization’s data assets to improve their validity, accessibility and quality. Data stewards also serve as overall coordinators for enterprise data delivery efforts. The data stewards work with the data coordinator, business owners, managers and users to continually improve the organization’s data flow. Additionally, the stewards implement organization policy. Responsibilities of the data stewards include:
· Managing the definition, production, accountability and usage of data.
· Focusing on maximizing data quality and efficiently managing the data enterprise-wide, not solely within one’s division.
· Providing data analysis related to his/her specific program area.
· Evaluating data quality.
· Identifying opportunities to share and re-use data. 
· Enforcing data quality standards.
· Identifying and helping to resolve data quality issues, such as integrity, timeliness, accuracy, completeness, etc.
· Escalating issues, as necessary, to the DGB.
· Communicating new and changed data requirements; business needs for data security; and criteria for archiving data to necessary individuals.
· Implementing federal and state legislation involving data elements and reporting requirements, including reviewing Federal Register Notices, at the direction of the head of the agency.
· Sharing tools and resources.
· Supporting the data owner who is accountable for making sure the designated data stewards carry out responsibilities.
· Fostering an environment of learning and sharing expertise in relation to data stewardship throughout the agency.
· Soliciting input from the external advisory committees or other data stewards as needed.
External Advisory Committee
The external advisory committee is engaged by the DGB and data stewards on an ad hoc basis. This group provides input and feedback on potential changes to data-related collections, reports and organization policies; as well as potential changes to data-related standards, collections, privacy and access issues, submissions and reports produced by the Oklahoma State Department of Education (OSDE).
[bookmark: _Toc448929146]Membership

[Describe how members are identified for each data governance tier.]

Example:
Membership for each of the three data governance tiers is determined in the following ways.
[bookmark: _Toc448929147]Executive Leadership 
This tier is made up of the the head of the organization and his or her leadership team. Identifying members of this tier is the sole responsibility of the head of the organization.
[bookmark: _Toc448929148]Data Governance Board
The data governance coordinator may ask for DGB membership recommendations from division leadership and/or make recommendations for membership to the executive sponsor. Executive leadership approves DGB membership.
[bookmark: _Toc448929149]Data Stewards 
Data owners identify data stewards and provide those names to the data governance coordinator. 
The data governance coordinator is responsible for documenting membership for all three tiers and updating membership annually, or as needed in the event of agency reorganization or staff changes.
Additionally, the data governance coordinator should maintain up-to-date contact lists for all three tiers and provide a data stewards list with contact information to the data coordinator.
[bookmark: _Toc448929150]External Advisory Committee
The data governance coordinator sends out, via email, requests for participants on the EAC. The email may be sent to established email lists maintained by the organization, or directly to external stakeholders recommended by the organization’s staff. The EAC should include individuals who work with or are familiar with the organization’s data and should represent constituents from all regions and demographics.
[bookmark: _Toc448929151]Meetings

[Describe the meeting frequency and process for communicating about meetings for each data governance program tier.]

Example:
All of the three data governance committees meet regularly to tackle data-related issues.
[bookmark: _Toc448929152]Executive Leadership
The executive leadership meets bi-weekly in leadership team meetings. The data governance coordinator should notify the executive sponsor, at least one week prior to the meeting date, when there is a data governance item to be added to the agenda and provide details for that item. There may not be a data governance item on every leadership team meeting agenda.
[bookmark: _Toc448929153]Data Governance Board
The DGB meets on the third Wednesday of every month. Meetings should be scheduled and a room should be reserved by the data governance coordinator in January for the entire year. Outlook calendar invitations should be sent out to all DGB members at that time. As membership changes throughout the year, calendar invites should be forwarded to new members.
[bookmark: _Toc448929154]Data Stewards
Data stewards meet in workgroups as needed. Outlook calendar invitations should be sent out to all relevant data stewards at the time a workgroup is scheduled. Additionally, an email should be sent out to all data stewards and DGB members to announce the data issue being discussed and provide an opportunity for others to participate in the workgroup. 
[bookmark: _Toc447692601][bookmark: _Toc448929155]External Advisory Committee
The External Advisory Committee meets as needed to discuss a specific data issue or issues. These meetings should take place at the OSDE with the option for members to attend via Webex. The data governance coordinator should send out an email with a detailed agenda and support materials, as well as an Outlook calendar invitation to all members of the External Advisory Committee when meetings are scheduled. Additionally, an email should be sent out to all data stewards and DGB members to announce the External Advisory Committee meeting and the data issue(s) being discussed to provide an opportunity for them to represent their program areas at the meeting. 
Alternatively, if data issues arise which need immediate action, the External Advisory Committee may be engaged via email. The data governance coordinator should send an email with in-depth documentation describing the data issue and the action needed by the committee. The email should also include the date by which feedback or actions need to be provided or completed.
[bookmark: _Toc448929156]Documentation

[Describe the various forms of documentation that exist for the data governance program and who is responsible for maintaining them.]
Example:
The data governance coordinator is responsible for maintaining and updating data governance documentation, including the data governance manual, data governance forms and committee membership lists. The data governance manual, along with all forms and membership lists, should be accessible to the organization’s staff on the shared network drive in the data governance folder. 
[bookmark: _Toc448929157]

Data Governance Manual
The data governance manual outlines in detail the agency’s data governance program. Annually, the data governance coordinator should make recommended revisions to the manual for approval by the DGB and executive sponsor. 
[bookmark: _Toc448929158]Forms
Data and IT Request Form: This form is maintained by the data coordinator. The purpose of the Data and IT Request Form and process is to coordinate efforts across all departments of the organization. Data stewards should use this form to request IT enhancements, projects and changes to data. Each request is logged and accounted for. In doing so, the organization is able to better understand where possible improvements can be made in the way the organization handles data. This will reduce duplication of effort, consolidate reports and provide a higher level view of the data collected and reported by the organization.
Anytime an agency employee requires a change to an already existing collection,  needs a new collection, or has a data issue needing to be discussed/resolved via the data governance program, this form should be completed and emailed to the data governance coordinator, the data coordinator, the IT strategist and the OMES help desk (when applicable). The data coordinator is responsible for keeping a log of the data issues and requests submitted via this form.
[bookmark: _Toc447692605][bookmark: _Toc448929159]Membership
The data governance coordinator is responsible for documenting membership for all three tiers and updating membership annually, or as needed in the event of agency reorganization or staff changes.
[bookmark: _Toc448929160]Additionally, the data governance coordinator should maintain up-to-date contact lists for all three tiers and provide a data stewards list with contact information to the data coordinator.

Agendas/Notes
Executive Leadership: The data governance coordinator is responsible for drafting data governance updates and recommendations for the executive leadership. The executive sponsor presents these updates and recommendations to the executive leadership. 

All updates and recommendations should be kept on the network drive in the appropriate folder.
Data Governance Board: The data governance coordinator is responsible for creating meeting agendas and sending out meeting notes for every DGB meeting. The data governance coordinator should send out a request for agenda items along with a draft agenda to all DGB members one week prior to each meeting. A final agenda should be sent out along with any other meeting materials 24 hours prior to each meeting. Meeting notes, including action items, should be sent to all DGB members no later than 48 hours after each meeting.
All DGB meeting agendas, notes and other materials should be kept on the network drive in the appropriate folder.
Data Stewards Workgroups: The data coordinator is responsible for creating meeting agendas and sending out meeting notes for every data stewards workgroup. Meeting notes should be sent to all participants no later than 24 hours after each data stewards workgroup.
All data stewards workgroup documentation should be kept on the network drive in the appropriate folder.
External Advisory Committee: The data governance coordinator is responsible for creating meeting agendas and sending out meeting notes for every External Advisory Committee meeting. Meeting notes should be sent to all participants no later than 24 hours after each meeting.
All External Advisory Committee documentation should be kept on the I-Drive > Dept > Student Information > SLDS Confidential Information > Data Governance > External Advisory Committee.

Prepared by OMES Information Services 			Last Modified: June 30, 2016
Data Governance Program Office
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