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June 20, 2006 
 
 
RE: House Bill 2935 - Information Technology Security Risk Assessment 
 
The Legislature passed and the Governor signed House Bill 2935.  HB 2935 requires each state agency 
that has an information technology system to conduct an information security risk assessment by the 
first day of December of each year and submit to OSF a report that identifies documents and prioritizes 
the vulnerabilities identified. 
  
The bill directs OSF to: 
  
Create a standard security risk assessment document that state agencies can use to conduct the risk 
assessment.  Select at least two firms which state agencies may choose from to conduct the information 
security risk assessment.  Present a report by January 1 on the results of state agency assessments to the 
Governor, the Speaker of the House of Representatives and the President Pro Tempore. 
 
Vendors have contacted agencies telling them about the bill and attempting to get the agency to hire 
them using SW 715.  OSF has not defined the information security risk assessment standards.  
Therefore, it is premature to begin the risk assessment.  OSF will be preparing an RFP to select vendors 
to assist an agency in conducting the review, if the agency wants assistance.   
  
Agencies should not contract for a risk assessment until the standards have been defined and 
communicated by OSF.  OSF will be holding meetings in early July to explain HB 2935 and OSF's 
approach to HB 2935. 
  
For questions regarding this notice please contact OSF Director, Joe Fleckinger @ 
Joe.Fleckinger@OSF.ok.gov  
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